EDWIN FAIR COMMUNITY MENTAL HEALTH CENTER, INC.

OBTAINING AUTHORIZATION FOR THE DISCLOSURE OF 

PROTECTED HEALTH INFORMATION

POLICY:

It is the policy of EFCMHC to protect the privacy of individually identifiable health information in compliance with federal and state laws governing the use and disclosure of protected health information and confidentiality.  It is also the policy of EFCMHC to provide for the consumer’s voluntary authorization for use or disclosure of his or her protected health information (PHI) as set out in 45 CFR Sections 164.508; 164.510; and 164.512.  Whether PHI may be used or disclosed is subject to the review of the Privacy Officer or designee.  

PROCEDURE:

This facility may not use or disclose protected health information without a valid authorization completed by the consumer or applicable personal representative, with limited exceptions.  (Refer to Consent for Release of Confidential Information form.) The Center’s Privacy Officer should obtain written information regarding the identity of the requestor, the date of the request, the nature and purpose of the request and any authority that the requestor has to request such information.  If other staff receives a completed authorization form for the release of PHI, they shall direct it to the facility Privacy Officer or designee.  Any disclosures that occur shall be limited to the minimum amount of information necessary to meet the purpose of the use or disclosure.  

Exceptions to the minimum necessary requirement are as follows:

1)
When the consumer authorizes the disclosure;

2)
Disclosures required by law.

The facility must obtain an authorization for any use or disclosure of psychotherapy notes except:

1)
To carry out treatment, payment or healthcare operations;

2)
For the facility to use in defending itself in litigation or other proceedings brought by the consumer.

PHI may only be disclosed without authorization in the following situations:

1)
To a public health authority

2)
To report child abuse/neglect situations, and other situations involving abuse, neglect or domestic violence (if disclosure is allowed by law);

3)
To the Food and Drug Administration;

4)
To a health oversight agency;

5) To judicial or administrative proceedings (a subpoena from a court is not enough);

6) To law enforcement (but only in certain circumstances; including when they present a grand jury subpoena; information concerning forensic client’s; to locate a missing 

person, suspect, or fugitive; or at the discretion of the head of the facility when the information is requested to assist law enforcement in their investigation;

7)
To avoid a serious threat to health or safety concerning the duty to warn requirements, which are still in effect after HIPAA becomes effective April 14, 2003;

8)
Governmental functions (such as national security; veteran’s information);

9)
To other agencies administering public benefits;

10)
To medical examiners and coroners;

11)
To funeral directors;

12)
For organ donation purposes;

13)
For some research purposes; or

14)
As required by law.

Any questions as to whether a use or disclosure is permitted or required by law should be directed to the facility Privacy Officer or his/her designee.  If it is EFCMHC that requests that the consumer complete the authorization, the Center must provide the consumer with a copy of the signed authorization.
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