EDWIN FAIR COMMUNITY MENTAL HEALTH CENTER, INC. 

NOTICE OF PRIVACY PRACTICES PROCEDURES

POLICY:

It is the policy of the Edwin Fair Community Mental Health Center to protect the privacy of individually identifiable health information in compliance with federal and state laws governing the use and disclosure of protected health information (PHI) pursuant to the requirements of HIPAA (45 CFR Section 164.502 et seq).  Therefore, all consumers (or their legal guardian or parent, if a minor) should be provided access to the most current notice of Privacy Practices, and that a good faith attempt must be made to have each consumer acknowledge the Notice of Privacy Practices as required in 45 CFR Section 164.520.  Notice of Privacy Practices and a good faith attempt to have the consumer acknowledge the Notice of Privacy Practices should be initiated within 96 hours of admission, or prior to discharge, whichever is sooner.

PROCEDURE:

(A) At the date of the first delivery of, or appearance for, service at this facility, or application for services, even those services received electronically, the consumer (or their legal guardian or parent, if a minor) should be presented with the Notice of Privacy Practices.  This timing is considered the initial moment of contact between a consumer and a covered entity (this facility).  The sending of an application packet is not considered the point of first delivery of or appearance for service.

a. When the consumer presents in any way described in (A), the facility must make a good faith effort to obtain a written acknowledgement of the receipt of the Notice of Privacy Practices.

b. Documentation of acknowledgment (defined for EFCMHC’s purposes as the consumer’s signature or mark on a cover sheet to the current Notice of Privacy Practices) that such a Notice has been presented to a consumer (or their legal guardian or parent, if a minor) for review must be placed in the consumer’s record, except when the consumer has agreed to receive the Notice electronically.  The cover sheet to the Notice of Privacy Practices is to be removed from the Notice and filed in the medical record/designated record set.  The full Notice of Privacy Practices is then given to the consumer.

c. If the consumer’s first point of contact of service is an emergency treatment situation as defined above, then the Notice of Privacy Practices must be provided as soon as reasonably practicable after the emergency treatment situation.  In such emergency treatment situations, an acknowledgment is not initially required, but should be obtained as soon as reasonably practicable.

d. Examples:  If the consumer transfers from a state-operated facility to a supported community living program, then no new Notice of Privacy Practices is required.  If the consumer is transferred between DMH state-operated facilities, then no new Notice of Privacy Practices is required.  If the consumer is discharged and the consumer has been placed on “inactive” status, then a new Notice of Privacy Practices must be given at the time of service re-initiation.

e. If the facility does not obtain the acknowledgement in a non-emergency situation, then the facility shall document its good faith efforts to obtain the acknowledgement, and document the reason(s) why the acknowledgment was not obtained on the acknowledgment cover sheet to the Notice of Privacy Practices. 

(B) In addition to the Notice of Privacy Practices, the consumer shall also be given a condensed version of the Notice, the “Tri-Fold HIPAA Administrative Simplification Privacy Practices” document.  The HIPAA Privacy Rule allows both versions to be presented as a “layered” approach to presenting the Notice.

(C) Beginning April 14, 2003, for current consumers or for any clients receiving services through EFCMHC, a copy of the Notice of Privacy Practices shall be presented at the quarterly, semi-annual planning review, whichever comes first, and a good faith attempt shall be made to have the consumers acknowledge the Notice of Privacy Practices as set out in (A).  A copy of the “Tri-Fold HIPAA Administrative Simplification Privacy Practices” document shall be provided to the consumer as well.  

(D) A copy of the Notice of Privacy Practices shall be posted in a highly visible and prominent location at the facility and/or central office, where it is reasonable to expect individuals will be able to locate and read the Notice.

(E) Whenever the Notice of Privacy Practices is revised, the revised Notice must be made available upon request by a consumer, and it is to be posted on any website maintained by either the Department of Mental Health or the individual DMH facility.  

(F) The EFCMHC Privacy Officer, in conjunction with the satellite facility Privacy Officers will be responsible for developing and updating, as necessary, the Notice of Privacy Practices.  When a material change is made, the facility must make that revised Notice available upon request, and the revised Notice must be posted at the facility and any web site.

(G) The facility Privacy Officer or designee will be responsible for ensuring employees are trained regarding the Notice of Privacy Practices.  

(H) Consumer questions related to the Notice of Privacy Practices should be directed to the facility Privacy Officer or designee, if applicable, or to the Administrative Privacy Officer, or designee. 

(I) The facility Privacy Officer, if applicable, or the Administrative Privacy Officer, shall maintain a historical record of all versions of the Notice of Privacy Practices, and the applicable dates for each. 
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